**全国计算机技术与软件专业技术资格（水平）考试**

**2014年下半年 系统架构设计师 下午试卷 II**

（考试时间 15:20～17:20 共 120 分钟）

**请按下表选答试题**

|  |  |
| --- | --- |
| **试题号** | **一 ～ 四** |
| **选择方法** | **选 答 1 题** |

|  |
| --- |
| **请按下述要求正确填写答题纸** |

1. 本试卷满分 75 分。

2. 在答题纸的指定位置填写你所在的省、自治区、直辖市、计划单列市的名称。

3. 在答题纸的指定位置填写准考证号、出生年月日和姓名。

4. 在试题号栏内用 Ο 圈住选答的试题号。

5. 答题纸上除填写上述内容外只能写解答。

6. 解答应分摘要和正文两部分。在书写时，请注意以下两点：

① 摘要字数在 400 字以内，可以分条叙述，但不允许有图、表和流程图。

② 正文字数为 2000 字至 3000 字，文中可以分条叙述，但不要全部用分条叙述的方式。

7. 解答时字迹务必清楚，字迹不清，将不评分。

|  |
| --- |
| 从下列的 4 道试题（试题一至试题四）中任选 1 道解答。  请在答卷上用 Ο 圈住选答的试题编号。若用 Ο 圈住的试题编  号超过 1 道，则按题号最小的 1 道评分。 |

**试题一 论软件需求管理**

软件需求管理是一个对系统需求变更了解和控制的过程。需求管理过程与需求开发过程相互关联，初始需求导出的同时就要形成需求管理规划，一旦启动了软件开发过程，需求管理活动就紧密相伴。

需求管理过程中主要包含变更控制、版本控制、需求跟踪和需求状态跟踪等4项活动，其目标是为项目管理人员建立一个软件需求基线，并保持软件计划、产品和活动与软件需求的一致性。

请围绕“软件需求管理”论题，依次从以下三个方面进行论述。

1.概要叙述你参与管理和开发的软件项目以及你在其中所担任的主要工作。

2.详细描述需求管理过程中各个活动中的主要工作。

3.详细说明你所参与的软件开发项目中，是如何进行软件需求管理的，实施的具体效果如何。

**试题二 论非功能性需求对企业应用架构设计的影响**

企业应用架构（Enterprise Application Architecture)描述了企业IT系统的功能和技术实现内容，它在企业信息化建设中起到了统一规划、承上启下的作用，向上承接了企业战略发展方向和业务模式，向下规划和指导企业各IT系统的定位和功能。企业应用架构包括了企业的应用架构蓝图、架构标准、系统的边界和定义、系统间的关联关系等。其中非功能性需求是进行企业应用架构设计时需要重点考虑的因素，不同类型的非功能性需求从不同侧面影响应用系统的架构设计。

请围绕“非功能性需求对企业应用架构设计的影响”论题，依次从以下三个方面进行论述。

1.概要叙述你参与分析和开发的企业应用系统项目以及你所担任的主要工作。

2.分析在企业应用架构设计中应该考虑哪些非功能性需求，详细阐述这些非功能性需求是如何影响架构设计的。

3.详细说明你所参与的企业应用系统项目中，在进行系统架构设计时，考虑了哪些非功能性需求，如何通过架构设计满足了系统的这些非功能性需求。

**试题三 论软件的可靠性设计**

现代军事和商用系统中，随着系统中软件成分的不断增加，系统对软件的依赖性越来越强。软件可靠性已成为软件设计过程中不可或缺的重要组成部分。实践证明，保障软件可靠性域有效、最经济、最重要的手段是在软件设计阶段采取措施进行可靠性控制，由此提出了可靠性设计的概念。可靠性设计就是在常规的软件设计中，应用各种方法和技术，使程序设计在兼顾用户的功能和性能需求的同时，全面满足软件的可靠性要求。

请围绕“软件的可靠性设计”论题，依次从以下三个方面进行论述。

1.概要叙述你参与管理和开发的软件项目以及你在其中所担任的主要工作。

2.简要说明目前比较主流的软件可靠性设计技术，结合项目实际情况，阐述所选择的可靠性设计技术及其原因。

3.结合你具体参与管理和开发的实际项目，举例说明所选取的软件可靠性技术的具体实施过程，并详细分析实施效果。

**试题四 论网络安全体系设计**

随着社会信息化的普及，计算机网络已经在各行各业得到了广泛的应用。目前，绝大多数业务处理儿乎完全依赖计算机和网络执行，各种重要数据如政府文件、工资档案、财务账目和人事档案等均依赖计算机和网络进行存储与传输。另一方面，针对计算机和网络的攻击活动曰益猖獗，网络安全已经成为当前社会的主要安全问题之一。

在上述背景下，国家标准《信息处理系统工程开放系统互联基本参考模型——第二部分：安全体系结构》（GB/T9387.2—1995)定义了基于OSI参考模型7层协议之上的信息安全体系，其核心内容是：为了保证异构汁算机进程与进程之间远距离交换信息的安全，定义了认证服务、访问控制服务、数据机密性服务、数据完整性服务和抗抵赖性服务等5大类安全服务，以及提供这些服务的8类安全机制及相应的OSI安全管理，并根据具体系统适当配置于OSI模型的7层协议之中。

请围绕“网络安全体系设计”论题，依次从以下三个方面进行论述。

1.概要叙述你参与管理和开发的软件项目以及你在其中承担的主要工作，并详细阐述该软件系统在网络安全方面的要求。

2.请对GBAT9387.2—1995中定义的5大类安全服务进行描述，阐述每类安全服务的定义和主要实现手段。

3.请结合项目实际，具体阐述你在项目中实现了上述5大类安全服务中的哪些服务，具体运用了哪些实现手段。